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Abstract – Maintaining performance is a critical challenge for social media platforms. This paper presents 

a queuing-based model to analyze the performance of such servers, focusing on latency and the impact of 

misinformation. We extend a foundational M/M/c queuing model to incorporate realistic factors like 

network delays, caching, and diverse request types. Subsequently, we explore how the spread of 

misinformation, simulated through increased arrival rates and reduced service rates due to content 

moderation, affects server performance. The model provides a framework for understanding the interplay 

between technical parameters and content dynamics in a social media environment.   
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I. INTRODUCTION 

Today, people cannot imagine their lives without using social networks as means of interaction and 

sharing various information. However, the growth in fake news and falsehood circulating across these 

platforms presents major threats to user satisfaction, credibility, and coherence in sharing of information. 

Since the spread of fake news is harmful to society and has ramifications to the state and health of the 

public, it is imperative to comprehend the behavior of fake news and its impact on servers in delivering 

functional and efficient social media services. 

As important as it is to model the nature of and the strategies for dealing with misinformation, current 

models fail to consider the interdependence that exists between the misinformation process, or the rate at 

which it unfolds, and server ‘latency’. This lack of knowledge can make responses to false information 

insufficient, which ultimately affects site performance as well as appreciable extra expenditures for social 

media platforms. This paper seeks to address this gap by exploring how the diffusion of incorrect 

information impacts server throughput by developing a queuing-based model that realistically considers 

network delays, caching, types of requests, and other such factors. 

    Several studies have explored the impact of misinformation on social media, yet few have 

quantitatively analyzed its effects on server performance. For instance, conducted a comprehensive analysis 

of misinformation propagation on     Some researchers have examined the effects of fake news on social 

media while others continue to investigate its effects qualitatively, but none has implemented and quantified 

the effect of misinformation on server load. For example, the inferential assessment of the spread of fake 
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news on the Twitter platform discussed the existence and influence of key opinion leaders in the spreading 

of the fake news and the social implications [1]. Further, surveying technical details of sever efficiency 

with large user traffic neglected the effects of misinformation in their study in most cases [2]. Moreover, 

proposed an evaluation model for server performance based on queuing delays in diverse contexts, but their 

proposed application does not consider the issue of misinformation dynamics [3]. This paper aims at filling 

this gap by incorporating misinformation dynamics into queuing model to study its impacts on load on 

social media server. 

        This paper also provides the research community with a fresh queuing-based paradigm that combines 

the impact of misinformation into server responsiveness in terms of latency. Filling this gap, this research 

assumes arrival rates and service rates and explores how content moderation affects the technological 

factors within the context of social media. The hope is that the identified insights will be useful to guide 

potential approaches for optimizing server response and at the same time cope with the spread of false 

information. 

    Stress that coupled with the observed uptick in the volume of user interactions across social media, 

SNSs become under pressure in terms of performance degradation due to the continuous presence of fake 

news. Social networks have emerged as requisite channels for relaying information, with the Website such 

as Face book and twitter witnessing a very large traffic that requires proper channeling of the traffic to 

enable high Website throughput and low Website latency. In turn, misinformation erodes the public’s trust 

and doubles user efforts to fact-check and report fake information at the cost of server resources. The M/M/c 

queuing model is a traditional queuing model in which the server performance parameters are analyzed; 

nevertheless, it does not take into account variations in the types of requests, delays within the network 

connections, and content area changes. In fact, this paper builds further upon these models to introduce the 

impact of misinformation, thus showing how the various technical characteristics mix with the user conduct. 

The implications of these dynamics have to be well understood in order to improve the servers and user 

experience given the challenges that misinformation presents to social media platforms today [4][5]. 

  The remainder of this paper is structured as follows: Section 2 outlines the system model and 

assumptions underlying the queuing model. Section 3 presents the experimental results under baseline 

conditions, while Section 4 examines the impact of misinformation on server performance. Section 5 

discusses the implications of the findings, and Section 6 concludes the paper with suggestions for future 

research. 

 

II. MISINFORMATION TERMINOLOGY 

In the field of academia there are many terms that overlap with or are synonymous with misinformation; 

the only major differences between them are in regards to the author and his/her intent–how deliberately 

the author is lying or in how accurate the content s/he is presenting. The majority of them can be grouped 

into the following three key categories of information disorder see Fig. 1. The classification is as follows: 

The three types of fake news are; “Misinformation” which is reporting false information. “Disinformation” 

is notifying false information with a view of causing harm. “Malinformation” is passing on true information 

with a view of causing harm. Such as using in one context a statement in another context to deceive the 

audience. 
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Fig. 1. Differentiating “Misinformation”, “Disinformation”, and “Malinformation”. 

Other related concepts are also used in the investigated researches, with some regularity. It states of this 

form that rumor means or meant stories/statement which circulate and which are not true to have been /be 

proven to be true and may be partly or wholly true. The type of news under discussion in the paper is fake 

news; fake here means that they are concocted to resemble conventional news. As numerous earlier 

researchers did, it is quite hard to state the goal to define the purpose of information, so, staying true to the 

method selected to simplify and explain this multifaceted topic as much as possible, it is imperative to 

minimize it here and qualify all examples of false information as misinformation in context of the given 

review. 

 

III. LITERATURE REVIEW 

In Several studies in table 1. have explored the impact of misinformation on social media, yet few have 

quantitatively analyzed its effects on server performance. 
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IV. EFFECTS OF MISINFORMATION 

      The consequences of misinformation on the SM servers are also not only social and psychological, but 

also technological in nature including the intensity of server load, time latency, and platform speeds. For 

instance, as argued by [9] the high volume of fake news disrupts the functionality of server resources in 

determination of performance measure. This is well applicable in a security aspect where, according to [10], 

there is an urgent need for effective measures in handling with fake news inflow as well as preserving user’s 

trust. Also, in relation to the performance evaluation of network sharing technologies mentioned by Ali 

[11], it possible to learn more about how misinformation can complicate the situation concerning server 

efficiency. In addition, [12] stress that intelligent systems should identify abnormalities, and this can reduce 

the technical problems related to misleading information. Mohammed and [13], also emphasize that 

misinformation distorts the psychological perspective of users and thus increases traffic that overloads the 

servers. Last but not least, the use of green communication infrastructure, which has been discussed by Ali 

[14], could be the promising field to enhance the weather resistance of the SM platforms concerning the 

negative impact of fake information... In below, an overview of how misinformation can affect these 

technical dimensions: 

TABLE 1: RELATED WORKS’ COMPARISON: SUMMARIZING TABLE 

 

Paper Problem 
Research 

Methodology 
Suggested Solutions 

Gupta et 

al. (2013) 

[6] 

Identification of 

misinformation in 

Twitter data 

Unsupervised 

learning techniques, 

including clustering 

Development of feedback 

loops for improved learning 

Shu et al. 

(2017)  

[7] 

Detection of fake news 

on social media 

Supervised learning 

framework 

combining multiple 

features 

Hybrid approach with machine 

learning and network analysis 

Wang et 

al. (2017) 

[8] 

Accuracy of 

misinformation 

detection 

Deep learning 

techniques using 

convolutional neural 

networks 

Enhanced model accuracy for 

fake news detection 

Vosoughi 

et al. 

(2018)  

[1] 

Misinformation 

propagation on social 

media 

Comprehensive 

analysis of 

misinformation 

spread on Twitter 

Highlighting the role of 

influential users in 

dissemination 

Gao et al. 

(2019)  

[2] 

Server performance 

under high user loads 

Examination of 

server performance 

metrics without 

misinformation 

dynamics 

Emphasizes the need for 

integrating misinformation 

effects 

Zhang et 

al. (2020) 

[3] 

Queuing model 

application without 

misinformation 

dynamics 

Development of a 

queuing model for 

server performance 

analysis 

Suggests incorporating 

misinformation dynamics into 

models 
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A. Increased Workload on Servers 

     Content Volume: False information helps to increase the production and dissemination of materials. 

With every user forwarding fake news and feeding the system, social media servers work harder trying to 

accommodate all traffic. 

    Moderation Efforts: reconstructed that there is the need for platforms to invest in the identification and 

moderation of the fake news. This involves the use of algorithms and human moderators who can 

overwhelm the server and take a huge amount of horse power [ 9]. 

B. Latency Issues 

   Response Time: He pointed to the fact that the load on servers can be increased, which makes the 

response time longer, it will take time to load pages and interact with content. This can negatively affect 

the user fruition of the website or product, which will result to enhanced dissatisfaction levels. 

   Real-Time Updates: To present the content, the social media usually employ the use of update systems 

that are real-time. This in turn reveals that where misinformation goes viral there is often a requirement to 

refresh feeds and notifications which just amplifies the latency problem [10]. 

C. Speed of Information Dissemination 
   Rapid Spread: Information shared on social media is usually shared widely and could be misleading 

since it is shared fast and often outstrips factual information. Such a rapid distribution can stagnate servers, 

or even halt them completely, because of the sheer number of users commanding that attention, especially 

during events like breaking news and crises. 

Algorithmic Amplification: In matters that entail recommending engagement over other options, 

algorithms can end up pushing misinformation, which receives more attention than correct information. 

This can generate a cycle where false information is shared far more rapidly than any fertilizer or correction 

[11]. 

D. Impact on Network Infrastructure 

   Traffic Spikes: The dissemination of various hoaxes and myths… may cause abrupt traffic surges on 

the networks which can put a lot of pressure on them. This can cause such consequences as slow loading 

of fragments of the site, frequent pauses during downloads, and even a critical failure during the period of 

increased server load. 

Data Bandwidth: This is due to the fact that every time new information is shared, especially such as fake 

news, it occupies as much bandwidth in terms of data as would a genuine platform, and in turn poses 

challenges not only to the particular social media in question but also Internet as a whole [12]. 
 

E. Resource Allocation 

   Prioritization of Misinformation Management: This, in turn, may also require additional funds to 

address the challenges, that include improvement of technologies, training of new and existing personnel, 

etc. These can literally take the organization’s focus away from other significant areas like enhancing the 

application or features pertaining to the user needs [13]. 

    Cost Implications: The concern towards bettering the moderation tools and systems in order to prevent 

fake news may increase the cost that social media companies have to bear. This may affect their degree of 

profitability, and subsequently, their resources utilization plan. 

F. User Behaviour and Engagement 

   Increased Engagement Metrics: The reason why misinformation tends to receive high engagement is 

because it is normally sensational. This can have the effect of distorting statistics and indices about content 

delivery and utilization which can be detrimental for those aspect of the social media strategy. 

   User Retention: If misinformation leads to negative user experiences such as perceiving slow loading 

rates, or problem-solving with numerous false symptoms, there likely will be low detainment and less 

satisfaction [14]. 
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G. Long-Term Infrastructure Implications 

    Scalability Challenges: Since cases of fake news are likely to be rampant in the foreseeable future, some 

of the social media platforms may have long-term scalability issues. It will therefore be necessary to build 

scalable systems of enhanced capacity capable of withstanding the increased traffic and load of policing. 

  Technological Innovations: This paper raises the necessity to counter the problems associated with 

misinformation and discusses possible advancements in server technology, algorithms, and data 

management practices as the result of the quest for creating better and more reliable social media systems 

[15]. 

 

V. SYSTEM MODEL AND ASSUMPTIONS 

Our core model utilizes queuing theory, representing the server cluster as an M/M/c queue. This model 

involves the following assumptions: 

A. Markovian Arrival Process: User requests arrive according to a Poisson process, implying exponentially 

distributed inter-arrival times. This assumption reflects the randomness of user activity. 

B. Markovian Service Process: The time to process each request follows an exponential distribution. This 

simplification captures the variability in request processing times. 

C. Homogeneous Servers: The c servers in the cluster are assumed to be identical in terms of processing 

capacity. While this simplifies real-world heterogeneity, it provides a manageable starting point for 

analysis. 

D. Infinite Queue: We assume an infinite queue length, meaning that all arriving requests are eventually 

served. This assumption is reasonable for a large-scale system where request loss is rare. 

E. First-Come, First-Served (FCFS): Requests are served in the order of their arrival. 

F. Key Performance Metrics: 

The following metrics are used to evaluate server performance: 

 

Lq (Average Queue Length): The average number of requests waiting in the queue. 

Wq (Average Waiting Time): The average time a request spends waiting in the queue. 

W (Average Total Time in System): The average time a request spends in the system, including both 

waiting and service time (W = Wq + 1/μ). 

 

M/M/c Formulae (for stable system, ρ = λ/(cμ) < 1): 

The performance metrics are calculated using the following formulae: 

P0 (probability of 0 requests in the system) is calculated based on the standard formula for M/M/c queues, 

which involves summations related to the number of servers (c) and server utilization (ρ). This is a crucial 

step for accurate calculations and often requires computational tools. 

 

  Lq = (ρ * P_0* (λ/μ)^c) / (c! * (1-ρ)^2)  

Where c! is the factorial of c 

 

  Wq = Lq / λ 

 

 W = Wq + (1/μ)  

 

Model Extensions for Realism: 

To make the model more representative of a real-world social media server, we incorporate the following 

extensions: 

G. Network Delay: A separate M/M/1 queue is introduced to model network latency (Wn) between the user 

and the server cluster. This acknowledges that network conditions significantly contribute to overall 

latency. 
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H. Caching: We introduce a cache hit ratio (h), representing the probability that a requested item is found 

in the cache. This reduces the effective arrival rate at the server cluster to 

 λ' = λ * (1 - h), as only cache misses require server processing. 

İ. Different Request Types: We model two distinct request types, "Read Post" and "Upload Image," as 

separate M/M/c queues with their respective arrival rates (λ_read, λ_upload) and service rates (μ_read, 

μ_upload). This recognizes that different requests have varying processing demands as in Table 2. 

J.  
TABLE 2: KEY ASSUMPTIONS FOR SYSTEM ANALYSIS 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

VI. RESULT AND DISCUSSION 

A. Experimental Results (Pre-Misinformation) 

     We analyze a baseline scenario (Case 0) and subsequent cases where we vary one parameter at a time 

to isolate its impact. For the sake of simplified illustration, we assume a constant P0 of 0.09 in these 

examples. In a real-world application, P0 should be recalculated for each scenario using the proper M/M/c 

formula. We present the total latency (W + Wn) for each case: 

These results highlight the effects of arrival rate, caching effectiveness, service rate, and server capacity 

on overall latency. 

B. Modelling the Impact of Misinformation 

To incorporate the spread of misinformation into our model, we make the following adjustments: 

Misinformation Metrics: We conceptually introduce metrics like misinformation prevalence (percentage 

of content that is misinformation), exposure rate (number of users exposed), and engagement rate 

(interactions with misinformation). 

Increased Arrival Rate (λ): Misinformation can lead to increased user activity (e.g., fact-checking, 

reporting, discussions). We simulate this by increasing the arrival rate (λ) proportionally to the assumed 

engagement rate with misinformation. 

Reduced Service Rate (μ): Content moderation efforts to combat misinformation consume server 

resources. We model this by reducing the effective service rate (μ), reflecting the overhead of identifying 

and removing misinformation. 

C. Experimental Results (Misinformation Scenario) 

     We simulate a scenario where misinformation spreads, leading to increased user engagement and 

moderation efforts. We assume a 5% misinformation prevalence, a 20% increase in arrival rates (λ), and a 

10% reduction in service rates (μ) due to moderation. Again, a constant P0 is used for demonstration 

purposes. The results are as follows: 

 

Case Description Total W_read (s) Total W_upload (s) 

0 

Baseline (λ_read=800, μ_read=400, 

h_read=0.6, λ_upload=200, μ_upload=100, 

h_upload=0.2, λ_n=1000, μ_n=2000, c=3) 

0.007375 0.03425 

1 
Increased Read Request Rate 

(λ_read=1200) 
0.01885 0.03817 

2 Improved Read Caching (h_read=0.8) 0.00274 0.03045 

3 
Increased Upload Service Rate 

(μ_upload=200) 
0.00706 0.0155 

4 Increased Number of Servers (c=4) 0.0055 0.00925 
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TABLE 3: SUMMARY OF KEY RESULTS AND FINDINGS 

 

Metric Value Change from Baseline 

Total 𝑊𝑟𝑒𝑎𝑑 (seconds) 0.011227 +52% 

Total 𝑊𝑢𝑝𝑙𝑜𝑎𝑑 (seconds) 0.0507 +48% 

 

The results in Table 3. clearly demonstrate that the spread of misinformation, coupled with the resulting 

user activity and moderation efforts, can significantly increase latency for both Read Post and Upload Image 

requests. This study presents a simplified yet insightful model for analysing the performance of social media 

servers and the impact of misinformation. The model demonstrates the relationship between arrival rates, 

service rates, caching, network conditions, and server capacity on latency. Moreover, it illustrates how 

misinformation, through its influence on user activity and moderation requirements, can degrade 

performance. 

 

VII. CONCLUSION 

This paper aims at evaluating the effect of misinformation on social media servers in terms of their 

performance by developing a queuing-based model. The results presented in this paper show that latency 

increases in response to the presence of false information for both the “Read Post” and “Upload Image” 

requests. In detail, we noted a 52% overall wait time increase for reading posts and a 48% increase for 

uploading images when misinformation prevalence raised arrival rates by 20% and service rates by 10% 

because of content moderation. The obtained outcomes point to the importance of the relationships between 

users’ interactions with fake news and the performance of social media platforms. 

    The significance of these findings is far reaching they imply that all the social media platforms must 

find ways of coming with proper frameworks of tackling the menace of misinformation. Through a constant 

analysis of how misinformation impacts server performance, different layers of mitigation are possible, 

which improve the general quality of the content moderation processes and thus the performance of the 

platforms themselves. This research relates to the problem statement by developing a quantitative model 

on the technical aspects of the consequences of misinformation so as to give direction to an understanding 

of amicable strategies of overcoming then. 

   Future work could expand in several directions as follows: One idea to extend the work is to gather 

higher resolution information about the usage and interaction patterns of the users to optimize the model. 

Further, the extent to which different misinformation countermeasures like the use of automated filters or 

AI algorithms and educational campaigns on Facebook affect server performance could be studied. Finally, 

using the model and an even larger sampling of other social media platforms that would allow the authors 

to compare their results would further generalize the findings and help a better understanding of 

misinformation effects. 
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